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2. Black for Berry MP User Guide 
 

OpsLogix intelligent Ping management pack checks the status of your environment by means of ICMP ping. Using 
System Center Operations Manager’s built-in views, it provides the IT administrator insight in the root-cause of 
potential issues. OpsLogix intelligent Ping management pack provides comprehensive state views and performance 
views. 
 
 
 
 
 
 
 
 

3. Document Version 
 
This guide was written based on version 1.1.0.0 of the OpsLogix Ping Management Pack. 
 
  
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 

  

Release Date Changes 

May 4, 2012 First draft 

Oct 3, 2012 Updated version 2.1.0.0 

  

  

  

  



 

      
 

 

 

 
 
 
 
 

4. Installation / Configuration 
 

Step 1: Unzip the files 

 Unzip the OpsLogix Ping MP for OpsMgr 2007R2 v2.1.0.0.zip 

 Read and accept the included license agreement 
 
Step 2: Import the management packs 

 Open the SCOM console 

 Goto Administration 

 Select “Import Management Packs” 

 Import these three management packs (bundles) from the folder on disk: 
o OpsLogix.BaseLibrary.mp  
o OpsLogix.IMP.Ping.mp 
o OpsLogix.IMP.Ping.Overrides.xml 

 
Step3: Copy the OpsLogix.IMP.Base.UI.dll 

 From the the OpsLogix Ping MP for OpsMgr 2007R2 v2.1.0.0.zip copy the 
OpsLogix.IMP.Base.UI.dll to the directory where you have installed the Operations console. 
The default path where the Operations Console is installed is: C:\Program Files\System 
Center Operations Manager 2007.  

 You will need to repeat the above step for every Operations Console where you would like to 
use the Ping Configuration Console. 

 
Step4: Configure the Management Pack using the “Ping IMP Configuration Console” 

 In the SCOM console 

 Goto Monitoring 

 Select “Ping IMP Configuration Dashboard” under the OpsLogix, Ping folder. 
  



 

      
 

 

 

 
Step 4a: Configure a Source Host 

 
A source host is the computer where you will send the ICMP ping from. By default not every computer 
is made available to ping from. Using the “Ping IMP Configuration Dashboard”, you will add a 
computer and allow it to send ICMP pings from. 

 

 Click on the tab “Add/Remove Source Host” 

 Select the computer in the Available Source Hosts list and click Add 
 

 



 

      
 

 

 

 

Step 4b: Configure a Target Host 

 

A Target Host is the device which will receive the ICMP ping; the device that will be “pinged”. Both 

DNS names and IP addresses can be used. 

 
 Click on the tab “Add/Remove Target Host” 

 Type a Display Name (the name of your device) 

 Type the IP address or DNS name, and click Add 
 

 
 

 
 
 
 
 
 

  



 

      
 

 

 

 

Step 4c: Import multiple devices at once (optional) 
 

If you need to add many devices to be “pinged” at once, you can use the Import Batch function. 

Prepare a CSV file with the following layout: 
 

DisplayName;Hostname 
 
 

 Click on the tab “Import Batch” 

 Click on the […] button and select your CSV file 

 Select a Source Host from the dropdown, and click Import 
 

 
 

Step 5: Verify 
 

 In the SCOM console 

 Goto Monitoring 

 Select “Hosts” under the OpsLogix, Ping folder 

 Verify that the Source Host is present 

 Select “Status” under the OpsLogix, Ping, Targets folder 

 Verify that the Target Host is present 
 
  



 

      
 

 

 

 

5. Appendix A: advanced Configuration 
 

The monitor that performs the ICMP ping, has two overridable parameters. These can be used to specify 
how many ping replies can be missed at what interval, before an alert is raised. 

 

 In the SCOM console 

 Goto Monitoring 

 Select “Status” under the OpsLogix, Ping, Targets folder 

 Right click the device and select Open, Health Explorer 

 Select “Target Host Ping Check” under Entity, Availability 

 Select the Overrides from the menu, then Override the Monitor, then For the object: [name] 

 Put a checkmark in the override column for the settings you want to override for this object 

 Save it to the “OpsLogix IMP – Ping Management Pack (Overrides)” management pack 

 Click OK 
 

NumberOfNoRepliesAllowed 

This setting determines how many “ping replies” can be missed before raising an alert 

 

 

Interval 

This setting determines how many seconds are waited before performing the next ICMP ping 

  



 

      
 

 

 

 

6. GENERAL TERMS AND CONDITIONS OF 

OPSLOGIX BV 
 
OPSLOGIX B.V. Revision: 1.2 Date: August 2011  
 
1. LICENSE GRANT: OPSLOGIX B.V. (hereinafter "OPSLOGIX") hereby grant you (hereinafter "CUSTOMER") a non-transferable, non-exclusive, non-
assignable right to use, display, copy, load and run following software and the documentation related thereto (collectively, the "Software") on any 
compatible computer platform at the CUSTOMER's location for the personal purposes of the CUSTOMER. If a license was issued to the CUSTOMER for a 
trial period (hereinafter "Evaluation Period"), the Evaluation Period commences on the date of delivery of the Software to CUSTOMER and ends no more 
than 30 days later at no charges to the CUSTOMER. CUSTOMER EXPRESSLY ACKNOWLEDGES THAT THE SOFTWARE WILL BE RENDERED 
INOPERATIVE AFTER THIS EVALUATION PERIOD. If a license has been purchased by the CUSTOMER, the foregoing license is restricted to the 
Microsoft Systems Center Operations Manager 2007 management group.  
 
2. TITLE: CUSTOMER acknowledges that title to the Software, including all intellectual property rights related thereto, is and shall remain the sole and 
exclusive property of OPSLOGIX and / or its licensors.  
 
3. NO WARRANTY: OPSLOGIX makes no warranty whatsoever with respect to the operation of the Software. The Software is provided to CUSTOMER 
"as is". All implied and statutory warranties are hereby disclaimed.  
 
4. LIMITATION OF LIABILITY: In no event shall OPSLOGIX neither OPSLOGIX's partners be liable for any consequential, indirect or special damages or 
lost revenues or profits, including, without limitation, consequential or special damages for work stoppage or loss of work product data caused by the 
use or inability to use this software, even if OPSLOGIX has been advised of the possibility or such damages or losses. By signing this Agreement, you 
agree that OPSLOGIX's liability for damages caused by the use or inability to use this software is governed by Dutch Law. In case you suffer any damages 
for which OPSLOGIX is liable to compensate you or in cases where the jurisdiction of a specific country does not permit limiting liability as far as 
compensation for damages, the contracting parties have agreed that a conventional fine in the amount of the license fee paid for the software will be 
assessed by the CUSTOMER. This fine is inclusive of any and all compensation for damages caused. The software is not specifically designed for high-risk 
applications including situations where the failure of such software would threaten lives or cause extensive material damages. Such applications include 
operating parts of nuclear power plants, weapon systems, equipment designed for sustaining people's basic bodily functions, etc.  
 
5. CONFIDENTIAL INFORMATION: The Software provided to the CUSTOMER constitutes confidential information and trade secrets of OPSLOGIX and 
/ or its licensors. CUSTOMER shall not disclose the Software to any third party other than employees of CUSTOMER involved with evaluation of the 
Software and shall use the same degree of care to avoid disclosure as the CUSTOMER employs with respect to its own confidential information. The 
CUSTOMER shall not reverse engineer, disassemble or decompile the Software. Any OPSLOGIX designations, logos, trade names or trade-marks on the 
Software shall not be removed or altered.  
 
6. TERMINATION: OPSLOGIX may terminate this Agreement if CUSTOMER is in breach of any of its terms. Upon such termination, CUSTOMER shall 
comply with the provisions of subparagraph (b) below. If this Agreement has not been terminated by CUSTOMER's breach, the CUSTOMER agrees that 
by the end of the Evaluation Period it will either: (a) enter into a license agreement with OPSLOGIX for a perpetual, non-exclusive right to use the 
Software; or (b) remove all copies of the Software from its computer system(s) and either return the Software to OPSLOGIX, including any related 
documentation in CUSTOMER's possession and the media on which the Software was delivered to CUSTOMER or destroy all copies of the Software if 
obtained electronically. IF CUSTOMER FAILS TO COMPLY WITH THE TERMS OF THIS PARAGRAPH, OPSLOGIX MAY COMMENCE LEGAL 
PROCEEDINGS AGAINST CUSTOMER FOR BREACHING THIS AGREEMENT.  
 
7. RESPONSIBILITY FOR SOFTWARE UPDATES. In order to ensure that the software functions properly, OPSLOGIX publishes updates to this 
software on its web pages. These updates improve the workings of the software, ensure the software complies with minor Microsoft updates or remove 
any bugs known to OpsLogix at the time of issuing of the update.  
CUSTOMER is entitled to these updates for a period of one year after purchase of the Software. This period can be prolonged for subsequent years by 
paying an annual maintenance fee of 20% of the original purchase price of the SOFTWARE. The CUSTOMER is responsible for proper configuration of 
the software updating process to provide for the highest possible level of functional reliability.  
 
8. GOVERNING LAW, ARBITRATION CLAUSE. This Agreement is governed by the laws of the Netherlands and any disputes arising from this contract 
shall be submitted exclusively to the jurisdiction of the competent courts of Amsterdam, The Netherlands. 

 


